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The Texas Department of Information Resources (DIR) invites interested vendors to participate in 
the next Information Security Forum (ISF) by exhibiting and/or providing a speaker.  
 
ISF offers a unique marketing opportunity and a chance to learn more about state government 
needs and while interacting with key decision-makers. We expect between 200 and 300 attendees 
from a wide variety of Texas state agencies and universities.  
 
This popular event is open only to Texas government personnel and is targeted to Information 
Resources Managers (IRMs), Information Security Officers (ISOs), and other IT leaders.  TASSCC  
serves as a co-sponsor. 
 
January 15th is the deadline for both early bird exhibitor registration and speaker offers. 
 
The early bird cost to exhibit is only $575, and you don’t want to delay since this conference 
often fills to capacity for both attendees and exhibitors! 
 
We are accepting speaker proposals for consideration to fill the five to six 50-minute sessions.  
All topics must be purely educational and may not promote a particular product or service.   
 
Submit exhibitor registration and presentation offers via online forms from the conference website. 
 
The 2014 focus is Transforming Cybersecurity Visibility and Capabilities. Possible topics 
include: 
 

 Security intelligence and analysis 

 Threat modeling and risk analysis 
 Data breach and incident response 
 Security information management 
 Big data for security 
 Architecture strategies and data protection 
 Penetration testing and network discovery 
 How to communicate risk to stakeholders and executive management 
 Attackers, threats, motivations and trends 
 Building a security community through collaboration, and information sharing 

 

If you have any questions, please contact: 
 Joy Hall Bryant (Primary)  joy.bryant@dir.texas.gov (512) 475-2346 
 Tequila Alexander (Backup) tequila.alexander@dir.texas.gov  (512) 463-3374  
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