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MARCH 26, 2014 | AUSTIN, TEXAS

Registration and Continental Breakfast
EXHIBIT AREA OPEN

Welcome and DIR Update
KAREN ROBINSON, Chief Information Officer, State of Texas
BRIAN A. ENGLE, Chief Information Security Officer, State of Texas

Federal Efforts on Cybersecurity, the NIST Cybersecurity Framework,
and State and Local Cybersecurity

DR. ANDY OZMENT, Senior Director for Cybersecurity, The White House

Break
REFRESHMENTS, EXHIBIT AREA OPEN

Intelligence-Driven Security
MIKE BROWN, Vice President and General Manager of Global Public Sector, RSA

Learning from the Mistakes of Others
JAY JACOBS, Senior Data Analyst, Verizon

Lunch (Provided)
Exhibit Area Open

Application Security Threat Modeling
BARRY LYONS, Senior Cyber Architect, Northrop Grumman

Break
Refreshments, Exhibit Area Open

Advanced Threats Disassembled
CHAD HOLMES, Chief Security Architect, Office of the Chief Technology Officer, FireEye, Inc.

Adapting Incident Response to Meet the Threat and
Minimize the Impact of a Breach

JEFF SCHILLING, Director, Incident Response and
Digital Forensics, Dell SecureWorks

Wrap Up
BRIAN A. ENGLE, Chief Information Security Officer, State of Texas

DIR and TASSCC welcome you
to this event!




