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Texas Data: Charting a New Course
Wednesday, June 15 | 1:15 – 4:30


Data is the most important strategic asset - after employees - that any state, local or county government organization or institution of higher education oversees.  As custodians, we bear the responsibility to protect, govern and share data sets appropriately with the constituents we serve.   

Agenda

Welcome
Ed Kelly, Statewide Data Coordinator, DIR
Opening Remarks
Stacey Napier, Executive Director, DIR
Data Governance: Establishing an Effective Program
Michael Moran, Research Director, Gartner, Inc.

BREAK
Texas Open Data Portal Redesign
Ed Kelly, Statewide Data Coordinator, DIR
[bookmark: _GoBack]Dave Ballinger, Open Data Portal Analyst, DIR
Panel Discussion: Data Ethics
Moderated by Ed Kelly, Statewide Data Coordinator
· Elizabeth Rogers, Cybersecurity, Privacy, Crisis Management, Greenberg Traurig, LLP
· Toya Cirica Bell, JD, Deputy Chief Ethics Officer, HHSC
· Dr. Kenneth R. Fleischmann, Associate Professor, School of Information, UT-Austin


We appreciate your feedback. Please let us know how we did by filling out this brief evaluation: http://tinyurl.com/DIR615PM


DIR thanks TASSCC for supporting this event.

Texas Department of Information Resources (DIR)
www.dir.texas.gov
[Grab your reader’s attention with a great quote from the document or use this space to emphasize a key point. To place this text box anywhere on the page, just drag it.]
OBJECTIVES

Establishing a council that includes a diverse makeup of public and private sector leaders and cybersecurity practitioners to collaborate on matters of cybersecurity concerning the State of Texas.

Develop strategies and solutions to increase the number and quality of cybersecurity practitioners in Texas.

Promote collaboration, innovation and entrepreneurship in cybersecurity to further develop the cybersecurity industry in Texas.

Evaluate program requirements that establish exemplary cybersecurity practices and consider adoption within private and public entities.

Provide a consistent voice for industry regarding cybersecurity policies at a local, state and federal level.

Promote awareness and education of cybersecurity throughout the state.
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