
 

 
DAY ONE – THURSDAY, APRIL 14 
 8:00 Registration Opens 
 8:30 Welcome Remarks 
 9:00 Keynote – Darren Platt, Symplified Technology 
 10:00 Break – Exhibit Hall Open 
 10:30 SECURITY  

OPERATIONS AND 
TECHNOLOGIES 

SECURITY PROGRAM 
AND POLICY 

THREAT INTELLIGENCE 
AND VULNERABILITY  

MANAGEMENT 

CAREER AND 
COLLABORATION 

INCIDENT RESPONSE 

 Security Built into 
Mobility 
Josh Dixon | Samsung 
Electronics 
 

NIST, No Mystery: 
Understanding NIST SP 
800-53 and its 
Relationship to Revised 
Tac 202 
Steve Caimi | Cisco 

Hackers, Slackers and 
Thieves – Understanding 
Your Adversary 
Chris Mark | AT&T 

New CISO Survival Guide 
Nate Howe | University of 
Texas at Dallas  

Preparing for the 
Inevitable: Effective 
Incident Response 
Preparation 
Steve Wenc | Gartner 

 11:30 Lunch and Keynote – Brett Kelsey, Intel Security 
 1:00 The Changing Landscape 

of State Government 
Identity Management 
Rahul Kohli | Deloitte 

Protecting Your Assets: 
Cyber Threats and Data 
Privacy 
Brian McElyea | Northrop 
Grumman 

Managing Endpoints 
Starts at the Perimeter 
Randy Guin | SHI 

Information Sharing and 
Threat Intelligence: The 
Castaway’s Guide to 
Getting Off the Island 
Brian Engle | R-CISC 

Shaping Incident 
Detection and Response 
with Threat Intelligence 
Jordan Rogers & 
Rebekah Brown | Rapid7 

2:00 Oracle Identity in the 
Cloud and Database Best 
Practices for 
Discovery/Data 
Classification/ Encryption 
of Sensitive Data 
Jimmy Weise | Oracle 

The Human Security 
Factor 
Chris Boykin | Future 
Com 

You Have the Security But 
Do You Have the Context 
and Good Metrics? 
Trent Greenwood | RSA 

How to Prepare for the 
Cybersecurity Job of 
2030 
Dean Bushmiller | 
Expanding Security 

Enterprise Security: 
Advanced Threat 
Detection & Response 
Bert Hayes | Splunk 

 3:00 Break – Exhibit Hall Open 
3:30 Monthly NSOC Statewide 

Security Operations 
Meeting 
Jeremy Wilson | DIR 
NSOC 
 

FITARA – Revamping IT 
Management in the 
Federal Government 
Richard Spires | Learning 
Tree International  

Detect Cyber Attacks in 
Real Time: Modern 
Defense in Depth 
Wade Williamson | Vectra 

Transitioning from 
Superhero to the Justice 
League: Building 
Collaboration as a Critical 
Component of a 
Successful Security 
Program 
Mary Dickerson | 
University of Houston 

Deliver Efficient Security 
Response 
Brenda Santos | 
ServiceNow 

 

DAY TWO – FRIDAY, APRIL 15 
 8:30 Welcome Remarks 
 9:00 Keynote – Erin Dayton, MS-ISAC 
10:00 Public Safety Broadband 

in Texas: Where We Are, 
Where We’re Going 
Randy Dickson | Texas 
Department of Public 
Safety 

Cybersecurity – The Next 
Generation 
Shirley Erp| Health and 
Human Services System 

What Does Your 
Adversary Know About 
You? Better Call a 
Hacker! 
Pete Cortez | New 
Horizons 

Been There, Done That – 
Ask Seasoned CSOs Their 
Recipe for Success (Panel) 
Victoriano Casas | 
Sistema Technologies 

You’ve Been Breached! 
What’s Next? ( Cyber 
Breach Simulation 
Exercise) 
John Johnson & Mike Wyatt | 
Deloitte & Touche, LLP  

 11:00 Break – Exhibit Hall Open 
 11:30 Managing Business Risk 

with Cloud Solutions 
Bob Kalka | IBM 

Including Unknown Assets 
and Shadow IT in Your 
Vulnerability Management 
Program 
Diane Garey | Tenable 

The Evolving Landscape 
of Next Gen Malware 
James Stroud | Intel 
Security 

Make Your Voice Heard, 
Even if You are not 
Seated at the Table 
Brian Wrozek | Optiv 
Security  

You’ve Been Breached! 
What’s Next? ( Cyber 
Breach Simulation 
Exercise)  
John Johnson & Mike Wyatt 
| Deloitte & Touche, LLP 
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